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Fredrik Lernevall

1. Introduction
This document supplements the Trust Service Practice Statement (TSPS). As a 
Practice Statement (hereinafter PS) it provides additional information and further 
specifies the procedures, activities and rules of specific services that Penneo 
implements in the management of Remote Qualified Signature Creation Device 
(RQSCD) and provision of qualified electronic signatures (hereinafter Service) 
based on the ETSI EN 119 431-1 standard.

Penneo's trust services are designed and operated to comply with Regulation (EU) 
No 910/2014 amended by Regulation (EU) 2024/1183 ("eIDAS") and other 
applicable EU regulation. 

The service is provided to subscribers on the basis of the particular Certificate 
Policy for Qualified Remote Electronic Signature Certificate (hereinafter CP) which 
describes Penneo's certified Public Key Infrastructure and as defined by the RFC 
3647 standard.

1.1. Overview
This PS describes the facts related to the life cycle processes of the certificate 
issuance and signature creation using a RQSCD  and follows the structure of the 
standard RFC 3647, taking into account the applicable technical standards and 
principles.

The document contains only additional information to relevant chapters found in 
the TSPS, hence why not all nine chapters from the TSPS are included:

Chapter 1 - provides 1) information about this document with a unique identifier, 2) 
description of the entities involved in the preparation, organisation and 
administration of the operation, 3) description of the implementation of Penneo’s 
services and 4) defines the appropriate and prohibited use of certificates.

Chapter 3 - describes the process of identification and authentication for the 
creation of a certificate, respectively certificate revocation or suspension. 
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Describes methods for proving possession of a user's private keys and the 
uniqueness of names.

Chapter 4 - describes the processes of the complete certificate lifecycle: the 
application for issuance, the process of issuing certificates, confirmation and 
approval of certificates, including notification of certificate issuance. The chapter 
also covers certificate revocation process, re-key and revocation lists.

Chapter 6 - describes the technical side of security of public and private key 
generation, cryptographic standards, algorithms used. Describes methods for 
activating and deactivating private keys. It addresses computer and network 
security, their principles and required control mechanisms.

1.2. Document name and identification
Name and Identification of the document:

Practice Statement for Remote Electronic Signature with Remote QSCD (algorithm 
RSA).

1.3. Trust services participants

1.3.1 Certification Authority for remote electronic signature and 
seal
Penneo is a Qualified Trust Service Provider under the eIDAS regulation:

Issues certificates for remote and qualified electronic signature and seal

Operates and manages trusted systems to support Penneo’s electronic 
signature platform (hereinafter the Platform), based on applicable standards, 
including:

A web based Signer Interaction Component (SIC);

Remote Qualified Signature Creation Device (RQSCD);

Remote Qualified Seal Creation Device (RQSCD);

A Server Signing Application, to securely facilitate the connection with the 
RQSCD for the creation of Qualified Electronic Signature and Seal.

Other applications to support the Platform;
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Uses the services of third parties in a scope necessary in its activities, 
including cloud services, data centre and time synchronisation services.

Penneo also provides tools for customers to administrate their documents and 
requests for signatures to subscribers, including:

A web application 

Public APIs  

Other integration tools

The use of these administrative tools has no implication on the provisioning of 
Penneo's qualified trust services.

1.3.2. Subscribers
Penneo’s Platform, including RQSCDs and applications, provides qualified 
electronic signatures to identified subscribers (customers/signers) through a fully 
automated process, via a Registration Authority/Identity Provider service.

The remote qualified electronic signature service is provided by Penneo and 
accessed by subscribers (customers/signers) through the Signer Interaction 
Component (SIC) via their web browser. The agreement between Penneo and the 
customer is described in Penneo’s Terms and Conditions.

The Services of remote qualified electronic signature involve several actors:

Customers - means a company, organisation or other legal entity that has 
accepted Penneo's Terms, as part of entering an agreement with Penneo, 
either directly or by accepting the Penneo Order Confirmation.  

A customer authenticates on the Platform, then uploads documents for 
electronic signature and adds details of signers, using Penneo's web 
application, public API or other integration client.

Send an invitation to sign with a unique link to the SIC to each signer, via 
email or other appropriate client. 

Note: These Customer's activities are out of scope, as far as the applicable 
standards for Penneo's qualified trust services are concerned. They are 
included for completeness and understanding of the broader process through 
which the qualified remote signing service is available to subscribers. 
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Signers (could be employees working on behalf of the Customer’s company, 
organization or other legal entity, employees of other Customers or other 
natural persons) - receive a request for signature via email or other 
appropriate client, containing a unique link to the Platform. Signers are not 
necessarily Penneo's customers but they enter an agreement with Penneo by 
accepting Penneo's End User License Agreement through the SIC before they 
sign.

Upon receipt of the signature request, the signer accesses the SIC via the 
link, reads the document(s) and selects an approved Registration 
Authority. The Platform initiates a session with the RA. The signer 
completes the RA’s process for identification and authentication, and the 
RA sends an e_token to the Platform containing the signer’s unique ID data.

The Platform validates the returned e_token, its subscriber ID data, 
assurance level and origin to determine whether the certificate to be 
issued can be Qualified.

A Signature and Acceptance note is displayed to the Signer for approval 
alongside the data to sign, legal conditions and information about Penneo’s 
qualified trust services.

The signer verifies all data and confirms. The remote signing process 
starts. A key pair generated in the Remote Qualified Signature Creation 
Device (RQSC) is assigned to the signer, and the signer’s certificate is 
issued.

Once the remote electronic signature process is finished, the Platform 
uses Penneo’s certificate for electronic seal to seal the document. The 
final document is sent to all signers and the Customer.

The process of certificate application is fully automated and carried out 
inside the Platform.

Penneo as qualified trust service provider through the Platform:

Operates and is responsible for the Platform availability including the 
Public Key Infrastructure (PKI) services and Remote Qualified Signature 
Creation Device;
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Issues certificates to subscribers through its subordinate CA for remote 
electronic signature; 

Is responsible for customers/signers through approved Registration 
Authority/Identity Provider services; 

Provides qualified remote services, including certificates, seals, signatures 
and timestamps;

Uses external parties for the Platform implementation.

1.3.3. Registration authorities
Registration authorities (RA) are external companies (third parties) and their 
activities, among others are:

To perform subscriber identification and authentication according to well-
defined activities and procedures.

To provide a unique identifier (subscriber ID) to each subscriber.

To save subscribers identification information to their databases.

To send the subscriber’s ID data as an e_token, signed by their key, and 
following the OpenID Connect protocol, upon remote request from the 
Platform for subscriber verification.

Information about approved RAs is published in CP for Qualified Remote Electronic 
Signature Certificate.

1.3.4. Relying parties
Relying parties are entities (natural or legal) that rely on and use Certificates 
issued by Penneo in their activities and that verify the remote electronic signature 
of the signers based on the CA’s hierarchy.

Information about Penneo’s Trust Service including the Qualified Remote 
Electronic Signature Certificates is made publicly available via 
https://eutl.penneo.com/

1.3.5. Other participants
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Penneo relies on third-party suppliers to perform certain activities on a 
contractual basis:

Registration Authorities in the role of Identity Providers,

Data centre services,

Hardware suppliers,

Software suppliers,

Cloud solution provider,

Time synchronisation service provider.

The suppliers' obligations and liabilities are described in the bilateral contracts 
with Penneo. Relevant parts are mentioned in Penneo's internal documentation.

Penneo is fully responsible for the activities of the contracted suppliers. Risk 
assessments are performed. In the case of a breach, an investigation is 
conducted. Based on the results, the supplier may incur a penalty or termination. 

Penneo secures stable operation but is not liable for irregularities in operations 
caused by factors that are outside Penneo's control. Penneo will restore normal 
operations as soon as possible according to internal Business continuity 
procedures. 

Penneo ensures availability of the Platform during the term of the Agreement - 
uptime of 99.9%.

Other participating entities may be:

supervisory authorities

law enforcement authorities.

1.4. Certificate usage

1.4.1. Appropriate certificates uses
A subscriber's Certificate issued by Penneo under the Certificate Policy and 
Practice Statement may be used for qualified remote electronic signature of 
documents in accordance with legal regulations. 
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1.4.2. Prohibited certificate uses.
Unauthorized use of a certificate means any use of the Certificate that is in 
conflict with the type of the Certificate and the CP under which it was issued or 
the appropriate use.

1.5. Policy administration

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 1.5 of Trust Service Practice 
Statement.

1.6. Definition and acronyms
Definitions

Penneo’s CA Services

A set of certification authorities which is possible
to use during electronic signature and electronic
sealing - Root CA, subordinate CA, TimeStamp
CA.

Penneo’s PKI Services
Penneo’s CA Services and qualified services for
remote electronic signature and remote electronic
sealing and stamping.

Certificate

A data message issued by a certification service
provider combines data (code or public
cryptographic keys that are used to verify an
electronic signature) to verify signatures with the
signer and allows to verify his/her identity.

Public Certificate Registry/Repository

An electronic registry where certificates and lists
of revoked end-user certificates and service
certificates are published. It is accessible
according to the rules defined in the Certification
Practice Statement or Certification Policy
(CPS/CP) document.

Certificate policy (CP) A set of rules that assess the applicability of
certificates within individual groups and / or
classes of applications in accordance with
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security requirements and is supported by
Certification Practice Statement (CPS). It relates
to the use of the certificate and to the use of data
for the verification of the electronic signature of
the holder for which the certificate has been
issued.

Certificate Practice Statement (CPS)

It forms the framework of the rules set by the CP.
They define in their procedures, provisions and
regulations the requirements for all services
entering the registration and certification
process.

Certificate Revocation List
/Repository(CRL)

List of expired certificates published by the
Certification Authority to the Public Certificate
Registry/repository (LDAP)

Electronic Signature

It expresses the general concept of signature,
which is applied in an electronic environment. A
wide range of means and technologies are used
to generate this signature, including digital
signatures and biometric methods.These are data
in electronic form, which are attached to or
logically connected to the data message and
which enable the verification of the identity of the
signer in relation to the data message.

Digital Signature

It is based on the use of cryptography
(cryptosystems) with a public key. Currently, this
term is used to refer to a special type of
electronic signature. This type of electronic
signature is used to verify the identity of the
sender of the message or the person who signed
the message. It is also used to verify that the
message to which the digital signature was
attached is not altered/modified.

Asymmetric cryptography - RSA

The principle of the method is that data
encrypted by one of the keys can only be
decrypted with knowledge of the other of the key
pair and vice versa. One of the keys is called
private, the other public. The RSA algorithm is
used for asymmetric cryptography.
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Private key
Data for creating a digital signature. Private part
of an asymmetric key pair for cryptographic
purposes. Used to sign and decrypt messages.

Public Key

Digital signature verification data. Public part of
an asymmetric key pair for cryptographic
purposes. Used to encrypt messages and verify
digital signatures.

Registration Authority (RA)
Companies which are responsible for verifying
the application for a certificate, identifying and
authorizing the subscriber.

Electronic Seal
An electronic seal is a piece of data attached to
an electronic document or other data, which
ensures data origin and integrity.

Revoke the certificate
To terminate the certificate based on the
responsible user's/manager’s request. The
certificate cannot be renewed.

Suspension of the certificate
Suspend the certificate based on the responsible
user's/manager’s request. Validity can be
renewed.

Relying Party
An entity that relies on trust in a certificate and an
electronic signature verified using that certificate.

Root CA CA issuing certificates to Subordinate CA

OCSP responder
A server that provides public key status
information in a certificate using OCSP protocol

Subordinate CA
CA  issuing certificates to subscribers and relying
services

TimeStamp CA
CA issuing certificates with time-stamp to
subscribers

Acronyms

eIDAS REGULATION (EU) 2024/1183 OF THE EUROPEAN
PARLIAMENT AND OF THE COUNCIL of 11 April
2024
amending Regulation (EU) No 910/2014 on
electronic identification and trust services for
electronic transactions in the internal market
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(eIDAS 2 Regulation) provides a predictable
regulatory environment to enable secure and
seamless electronic interactions between
businesses, citizens and public authorities.

PKI
Public Key Infrastructure - set of services (HW
and SW) performing the all activities concerning
to certificate life-cycle.

EJBCA

PrimeKey’s EJBCA is one of the longest running
CA software projects, providing time-proven
robustness and reliability. EJBCA is platform
independent, and can easily be scaled out to
match the needs of your PKI requirements,
whether you're setting up a national eID, securing
your industrial IOT platform or managing your own
internal PKI. EJBCA covers all your needs - from
certificate management, registration and
enrolment to certificate validation.Software
provided by PrimeKey.
https://www.primekey.com/

LDAP
Lightweight Directory Access Protocol - Public
Certificate Registry

OID

Object identifier (OID) - is an identifier mechanism
used for naming objects based on a recognised
standard by the International Telecommunication
Union (ITU) and ISO/IEC that ensures globally
unambiguous persistent names.

RA Registration authority

IP Identity providers

CA certificate authority

TSA Time stamp authority

UTC Coordinated universal time

TSP Trust service provider

HSM Hardware security module

CRL Certificate revocation list

CCID Chip card interface device
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DKEK Device Key Encryption Key

UPS Uninterruptible Power Supply

RQSCD
Remote Qualified Signature Creation Device
Remote Qualified Seal Creation Device

SAM Signature Activation Module

SAD Signature Activation Data

SAP Signature Activation Protocol

SIC Signer Interaction Component

EULA End User License Agreement

2. Publication and Repository 
Responsibilities

º This document does not bring any additional information to the 
Publication and repository responsibilities. For relevant information 
please see chapter 2 of Trust Service Practice Statement.

3. Identification and authentication
3.1. Naming
Subscribers are named according to their ID information provided to Penneo by an 
approved Identity Provider, which perform procedures as Registration Authority.

3.1.1. Types of names
The structure of naming conventions is implemented in accordance with the 
scheme of the X.509 standard (resp. X.520 standard), valid standards and 
directives.

3.1.2. Need for names to be meaningful
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Penneo receives the subscriber's name from the RA/IP, who has validated the 
name using an official authoritative source, as described in their published 
practices and according to internally accepted standards.

3.1.3. Anonymity or pseudonymity of subscribers
Anonymity or pseudonymity is not supported.

3.1.4. Rules for interpreting various name forms
Naming conventions are implemented according to the rules of approved internal 
registration process and they exclude different interpretations.

3.1.5. Uniqueness of names
When the subscriber is registered through the RA/IP's process, a unique identifier 
(subscriber ID) is created. When verification of the subscriber is initiated through 
Penneo's digital signature Platform, the RA/IP sends an electronic token (e_token) 
to the Platform. The e_token contains both the subscriber ID and name details. 
The Platform inserts this in the subscriber's certificate being issued by the 
Platform, thereby ensuring uniqueness of names in certificates. 

3.1.6. Recognition, authentication, and role of trademarks
The Platform is operated by Penneo, which has registered the name a trademark. 
Subscribers may use the Platform but shall respect the intellectual property rights.

The subscriber accepts the End User License Agreement, which explicitly states 
that the Platform and the Penneo name are protected by intellectual property 
rights, and that they as subscriber are liable for any misuse of such. 

3.2. Initial identity validation
The initial process of identity verification and validation is performed through 
defined rules and procedures of so named Identity Providers which perform 
procedures as Registration Authorities (RA/IP) for the Penneo Platform.

RAs/IPs implement the processes for subscriber identification and sends a signed 
electronic token (e_token) to Penneo containing the subscriber's validated identity 
data.
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The subscriber can only use approved RA/IP services, as described in CP for 
Qualified Remote Electronic Signature Certificate. 

The certificate must be issued within 15 minutes from issuance of the e_token, 
otherwise the Platform will reject the request and the subscriber will need to 
repeat the RA/IPs process and submit a new application. 

3.2.1. Method to prove possession of private key
Private key ownership is realized through the following process:

The subscriber is unambiguously identified through an RA/IP's process. Their 
unique subscriber ID issued by the RA/IP is sent to Penneo's Platform as an 
e_token following the OpenID Connect protocol, if the verification is 
successful. The Platform validates the origin and content of the e_token.

The subscriber ID is used by the Platform as input for an automated process.

Before allocation of a key pair and issuing of a certificate, the subscriber 
confirms their name as provided by the RA/IP and agrees to the Signature 
Acceptance Note, thereby accepting Penneo's End User License Agreement, 
certificate documentation, policies and practice statements.

The Platform communicates with the PKI services as described in internal 
processes in order to generate a key pair and a certificate. This process is 
fully automated and remote. The private key is managed using a Remote 
Qualified Signature Creation Device.

The subscriber can exclusively use the private key and certificate for the 
automated process of remote qualified signature creation through the Platform 
within a given signing session. 

3.2.2. Authentication of organizational identity
Penneo only issues certificates for remote electronic signature to natural persons. 
The Platform does not allow subscribers to obtain a certificate linked to their 
company’s legal entity.

3.2.3. Authentication of individual identity
Identification and authentication of individual identity (customer/signer) is 
performed by a RA/IP. A RA/IP uses processes and means supporting 
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unambiguous identification and authentication according to law and EU regulation 
before issuing a subscriber’s ID identifier. Without an issued subscriber’s ID it is 
not possible to start the remote and automated process of the Platform for 
qualified remote electronic signature.

3.2.4. Non-verified subscriber information
The RA’s procedures for subscriber ID verification include error handling when the 
subscriber’s attempt to complete the identification is unsuccessful. The RA limits 
how many times a subscriber can re-try within a given session.

If the subscriber does not complete the RA’s process, an error is shown when they 
return to the Platform and they cannot continue the process. The same is true if 
the Platform cannot verify the subscriber ID information in the e_token, or the 
validity of the e_token itself.

In both cases the subscriber will need to initiate a new session and repeat the RA’s 
procedure from the start.

For more information about non-verified subscriber’s information see the 
documentation of the particular RA/IP.

3.2.5. Validation of authority
Penneo’s PKI services use the subscriber’s ID identifier and further data from the 
corresponding subscriber’s electronic token (e_token) when assigning a key pair 
and issuing a certificate, as part of an automated remote process for electronic 
signature creation via internet connection. 

Validation of Penneo's CA is performed through defined application processes 
through CA hierarchy verification. Penneo’s organizational entity is included in 
each certificate together with the subscriber’s identity.

The certificates of the subordinated CAs are implemented in the Platform’s 
application processes which perform activities for electronic signature based on 
Penneo’s CA hierarchy.

3.2.6. Criteria for interoperation
Penneo’s CAs and PKI structure is created to allow subscribers to create remote 
qualified electronic signatures. It also enables the addition of qualified timestamps 
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as part of the signature creation, and addition of Penneo’s qualified electronic seal 
to the signed documents. Penneo’s CAs and PKI do not implement connections 
with other CAs or other ways of interoperability. 

3.3. Identification and authentication for re-key 
request
Penneo’s CA services do not support the act of re-key. Identification and 
authentication is performed based on Key Management processes and under 
Penneo management.

3.3.1. Identification and authentication for routine re-key
See chapter 3.3.

3.3.2. Identification and authentication for re-key after revocation
Penneo's CA does not support re-key after revocation.

3.4. Identification and authentication for revocation 
request
A subscriber's certificate is issued for a one time process only and for a time 
limited period. It can only be used within the same signing session where it is 
issued. Certificate revocation and suspension is not supported.

4. Certificate/signing key life-cycle 
operational requirements
4.1. Certificate application

4.1.1. Who can submit a certificate application
An application for a remote electronic signature certificate may be submitted 
automatically via internet connection by a subscriber (natural person), as part of 
the process of signing a given document. The subscriber must have completed 
the identification processes of the RA/IP within the last 15 minutes during the 
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particular document signing session. The subscriber must accept Penneo's End 
User License Agreement (EULA) and agree to sign the given document(s). 

4.1.2. Enrollment process and responsibilities
The certificate’s subscriber is responsible for reading this PS and other public 
documents regarding Penneo’s electronic signature service and certificate usage, 
including the CPS and trust service practice statements.

A RA/IP has to verify the completeness and accuracy of a subscriber’s data and 
issue a unique subscriber’s ID identifier.

It is the responsibility of the RA/IP to maintain up-to-date information of the 
subscriber's identity and to provide  adequate and accurate data to the Penneo 
Platform.

The certificate is issued based on the subscriber’s ID verification using the data 
provided in the e_token.

The process is fully automated and conducted via internet communication (via the 
subscriber’s web browser) between the Platform and the particular RA/IP.

Before the remote signature process can start, the subscriber has to

read the document(s) to be signed;

be verified and authenticated;

confirm personal data;

agree to Penneo's End User License Agreement and further policies shown as 
a Signature and Acceptance note;

express intention to sign the document(s).

Penneo, as operator of PKI services, is required to:

publish the Root CA certificate and Subordinate CA certificates that are part of 
the Penneo Platform’s automated remote processes;

publish all public documents and policies of CA services.

4.2. Certificate application processing
Processing of subscriber’s certificate request is divided into several parts:
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Penneo's customer authenticates to the Platform and prepares documents for 
signatures, using their web browser, Penneo's public API or another 
integration client. 

The signer (subscriber) receives a unique link to the document(s). 

The signer accesses the SIC via the link and reads the document(s). The 
signer’s web browser is used.

A list of supported Registration authorities/Identity providers is displayed. The 
signer selects an approved RA/IP, the Platform initiates a session with the 
RA/IP, and the signer completes the RA/IP’s process.

The RA/IP sends an e_token to the Platform containing the signer’s unique ID 
identifier and personal data. The Platform validates the returned e_token, its 
subscriber ID data, origin and assurance level to determine whether the 
certificate to be issued can be Qualified.

Using the signer’s web browser, the a Signature and Acceptance note is 
displayed to the Signer for approval alongside the data to sign, End User 
License Agreement and information about Penneo’s qualified trust services.

The signer verifies all data and confirms their intention to sign. The remote 
signing process starts. Key pairs generated in the RQSCD are assigned and 
the signer’s certificate is issued.

Once the subscriber has confirmed their intention to sign, the process of 
certificate application is fully automated and carried out inside the Platform 
without any interaction.

4.2.1. Performing identification and authentication
Identification and authentication of the subscriber for CA services is performed by 
an approved RA/IP under contract with Penneo.

The Platform initiates a session with the RA/IP.

The subscriber completes the RA/IP’s process for identification and 
authentication, and the RA/IP sends an e_token to the Platform containing the 
signer’s unique ID identifier and personal data.
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The Platform validates the returned e_token, including the assurance level, 
that its data is signed by an approved RA/IP and that it has not expired,to 
determine whether the requirements to issue a Qualified certificate have been 
met.

If the identification and authentication phases are successful the subscriber can 
continue in following phases of remote electronic signature.

4.2.2. Signing key generation
Key pairs for the subscribers' certificates are generated in the Remote Qualified 
Signature Creation Device (RQSCD) operated by Penneo, which is certified 
according to EU regulation and applicable technical standards, as further 
described in CP for Qualified Remote Electronic Signature Certificate. 

A hardware security module (HSM) is part of the RQSCD, which also uses a 
certified Signature Activation Module as per the standard CEN EN 419 241-2. It is 
owned and managed by Penneo. It has been installed and is being operated 
according to the provider's documentation.

The keys use a suitable cryptographic algorithm as defined in the standard ETSI 
TS 119 312. 

Subject to all conditions for subscriber identification and key generation being 
met, the subscriber's certificate is issued based on data from the e_token. The 
process of certificate creation and CA activities is fully automated and performed 
in the HSM.

Once the certificate has been issued, the automated remote signing process 
continues. 

The automated connection to the RQSCD relies on infrastructure keys. These are 
only used by Penneo and installed by trusted employees following documented 
internal processes. They are restricted to the intended purpose within the system 
and not shared. An infrastructure key is replaced and destroyed before its 
algorithm reaches end of life, or if the key is suspected to be compromised.  

4.2.3. Approval or rejection of certificate application
The RA’s procedures for subscriber ID verification include error handling when the 
subscriber’s attempt to complete the identification is unsuccessful. The RA limits 
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how many times a subscriber can re-try within a given session.

If the subscriber does not complete the RA’s process, an error is shown when they 
return to the Platform and they cannot continue the process. The same is true if 
the Platform cannot verify the subscriber ID information in the e_token, or the 
validity of the e_token itself as described in 4.2.1.

In these cases the subscriber will need to initiate a new session and repeat the 
RA’s procedure from the start.

4.2.4. Time to process certificate applications
The certificate issuance begins immediately and is completed within seconds, 
once the subscriber has completed the RA/IP's process and confirmed the intent 
to sign the document(s), and once the automated validation that all requirements 
have been met is completed.  

4.2.5. eID means linking
During the signing process, a list of approved RA/IPs is displayed. Based on the 
subscriber’s selection, the Platform initiates a session with a particular RA/IP, and 
the subscriber confirms his/her identity via their process remotely.

After successful identity confirmation, the RA/IP sends an electronic token 
(e_token) to the Platform containing the signer’s unique ID identifier and personal 
data. This e_token is used for the Platform’s automated process for certificate 
issuance and remote signature creation.

The process of the subscriber’s e_token validation and usage is fully automated 
and takes place via the web application and web browser. 

4.2.6. eID means provisions
Penneo uses the unique ID identifier and personal data received from the RA/IP in 
an e_token to issue a certificate for remote electronic signature. 

Penneo does not itself provide eID means.  

4.3. Certificate issuance

4.3.1. CA actions during certificate issuance
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The process of key pair generation and certificate issuance is fully automated. It is 
conducted by the Penneo Platform's software using a Remote Qualified Signature 
Creation Device (RQSCD) with a hardware security module (HSM) as described in 
4.2.2.

The Penneo platform creates a session with RA/IP for the subscriber via internet 
connection. Through this connection, the Platform receives an e_token from the 
RA/IP.

Once the Platform has verified that the requirements for subscriber ID validation 
have been met and keys have been generated and assigned, as described in 4.2.1 
and 4.2.2 respectively, the Platform creates a certification request containing the 
subscriber ID data from the e_token, signs it with the subscriber's private key, and 
issues the subscriber's certificate. The certificate is signed with the issuing CA's 
private key and stored in the RQSCD operated by Penneo, where also the 
subscriber's private keys remain.

All hardware and software used in this process is deployed in a secure 
environment, the RQSCD is tamper-proof, and the steps for key generation and 
certificate issuance can only be initiated by the Platform's software

The validity of the subscriber's certificate will be 1 day as per the CP, and it will 
never be valid for longer than the issuing CA, since a new issuing CA will be 
issued well in advance of the expiry of the current issuing CA. 

As soon as the certificate has been issued, the automated process of remote 
electronic signature creation continues.

4.3.2. Certificate linking
Certificate linking with the subscriber's private key is performed through the 
Platform. The linking happens during the subscriber's signing session, where the 
certificate is issued, and the private key can only be used with the issued 
certificate.

4.3.2. Notification to subscriber by the CA of issuance of 
certificate
The certificate is issued as part of a document signing process, and 
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subscribers are notified of the issuance of a certificate during the signing 
process. After identification with the RA/IP, when the e_token has been obtained, a 
Signature and Acceptance note is shown to the subscriber in their web browser. 
The Platform ensures that the subscriber confirms their intention to sign before 
the certificate issuance and signature creation begins.

Upon completion, the subscriber is informed that the signature has been created, 
implying that the certificate has been successfully issued.

4.4. Certificate acceptance
By accepting to sign a document, the subscriber accepts Penneo's End User 
License Agreement (EULA), as per the Signature and Acceptance note presented 
during the signing process. As part of the generation of a remote electronic 
signature, they accept the certificate issued, and that Penneo manages the keys 
on their behalf. The subscriber also accepts that Penneo’s certificates are used to 
generate qualified timestamps, and a qualified seal for the signed document.

The full EULA is available to the subscriber alongside Penneo's qualified trust 
service documentation, and the subscriber's acceptance is included in the data to 
be signed.

The subsequent process is fully automated. The CA services use the confirmation 
to perform the next steps of the certificate processing. The subscriber is informed 
about each step of the process via the Penneo Platform in their web browser.

4.4.1. Conduct constituting certificate acceptance
The acceptance of subscribers certificate is a fully automated process and it is 
part of the Platform. Certificates of CAs services are accepted during initialization 
phases of key generation and certificate issuance.

4.4.2. Publication of certificate by the CA
The certificates from Penneo’s CA’s are published by Penneo on the website 
stated under 2.2.1. 

Subscribers’ certificates are published in the public registry.
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4.4.3. Notification to subscriber by the CA of issuance of 
certificate
The services of key generation, certificate issuance and notification that the 
certificate is provided to the subscriber is based on an automated process of 
Penneo Platform and CA services.

4.5. Key pair and certificate usage

4.5.1. Subscriber private key and certificate usage
The subscriber’s private key and certificate are issued during a specific signing 
session for one time use. The private key is deleted after the electronic signature 
is created. If the subscriber needs to complete multiple signing processes, 
separate keys and certificates will be issued each time, subject to the subscriber's 
repeated identification and acceptance.

The subscriber's private key is stored in the Remote QSCD's hardware security 
module and managed by Penneo on their behalf as described in the standard ETSI 
TS 119 431-1. Penneo's Platform and processes ensure that the private key can 
only be used under the subscriber's sole control, as part of the signing session in 
which the corresponding certificate is issued. 

The subscriber’s responsibility are:

usage of the private key and certificate according to processes mentioned in 
this CP;

usage of the private key and certificate according to relating legal purposes 
only;

be informed in advance about electronic signature functionality and necessary 
steps to be fulfilled.

Subscribers have to inform Penneo’s contact places immediately, if:

suspicion about misuse of a private key or inappropriate the Penneo Platform 
behaviour arises;

data in the certificate is not complete or accurate. If the information is 
inaccurate, the subscriber has to send the information to Penneo contact 
points and arrange a new registration process.
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4.5.1.1. Signature activation
The Customer:

Note: These Customer's activities are out of scope, as far as the applicable 
standards for Penneo's qualified remote signing service are concerned. They are 
included for completeness and understanding of the broader process through 
which the qualified remote signing service is available to subscribers. 

is verified in the Platform and prepares one or more documents for signature. 
Process is managed by Web application, public API or another integration 
client;

defines the list of signers necessary for document signature and sends 
invitation to signers via e-mail or other appropriate client.

The Signer:

Uses the unique link included in the e-mail application or other channel to view 
the document(s) via Web application (WYSIWYS).

After getting acquainted with the content of the document, they can start the 
signing process.

Is obliged to identify and authenticate themself, through internet 
communication with RA, who will issue the Subscriber ID as an e-token to the 
Platform.

Confirms their intention to sign the document(s), and agreement to the 
Signature and Acceptance note, including legal conditions. The automated 
process managed by Penneo follows.

Penneo:

Creates a new signing session for each signer for each (set of) document(s)

Creates a new session with an approved RA for identification of the subscriber 
within the specific signing session.

Validates the e_token received from the RA, to ensure that all requirements for 
issuance of qualified certificates and signatures are fulfilled.

Approves all RAs available in the Platform for subscribers requesting a 
qualified electronic signature, by ensuring the RAs are compliant with article 
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24.1 of the eIDAS regulation, and integrated according to their documentation 
and applicable standards.

Obtains the subscriber's agreement to the signature creation, as well as the 
End User License Agreement, and applicable terms and policies, before 
commencing the qualified remote signing process. 

Creates a key pair in the RQSCD, assigns it to the subscriber, and ensures that 
it can only be used within the signing session.

Generates Signature Activation Data (SAD) under the subscriber's sole control 
during the Signature Activation Protocol (SAP), uniquely linked to the 
subscriber's ID information provided in the e_token from the RA. The SAD 
describes the Data To Be Signed (DTBS).

Sends the SAD to the Signature Activation Module (SAM) following the SAP, so 
that the SAM can verify its integrity and content, including DTBS, subscriber 
information and key to be used.

Maintains the signing session, thereby ensuring that the key is always linked to 
the subscriber, and to the given SAD, DTBS and SAP. 

Issues certificate with short-term validity, to be used only in the specific 
signing session, and ensures that the certificate is valid at the time of signing.

Issues a qualified electronic time stamp for the signature, as described in PS 
for Time Stamp Authority.

In the case that more than one signer is to sign the document(s), each signer 
completes the signing process as a subscriber independently of the other signers. 
The Platform collects all signatures, and after the last signature the document(s) 
are sealed and distributed to all signers and the Customer. The sealed document 
contains all signature certificates and is locked for editing.

4.5.1.2. Signing key deletion
The subscriber’s private key and certificate usage is a one time process only. 
After the electronic signature is created, the subscriber’s private key is deleted by 
the Platform and HSM.

4.5.1.3. Signing key backup and recovery
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Backup and recovery of signing keys  is not provided by Penneo. The keys are for 
single use only.

4.5.2. Relying party public key and certificate usage
A relying party may be obliged to rely on certificates mentioned in this CP which 
are consistent with applicable certificate content.

Relying parties are advised to download related CA certificates from Penneo's 
web pages and verify the content of certificates - at minimum common name, 
fingerprint and validity - before using subscribers’ certificates. Moreover, they 
have to verify if the CA is qualified for trustworthy and evaluate whether the 
certificate issued by a subordinate certification authority pursuant to this policy is 
suitable for the purpose for which the certificate was issued.

4.5.3. Signature creation application services component 
technical requirements
The Platform’s front end is the application running in the subscriber’s browser. 
Subscriber through the Web sends requests for the Penneo Services and interacts 
with the Platform.

Interaction is split into 4 logical flows:

1.� Authentication flow.

2.� User signing flow.

3.� Validation flow.

4.� Sealing flow.

Subscriber interacts in:

Authentication flow.

User Signing Flow.

Before the subscriber can sign any document, identification and authentication 
must be successfully performed, and a valid subscriber authorization e_token has 
to be sent to the Platform by the RA/IP.

The Platform validates the completed signatures, including their certificates, 
before concluding the signing process. Only validated signed data can be stored 
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in the database. This is also confirmation that the signing process has been done 
correctly and no manipulation with the signed data happened.

The document is finalized (signed and sealed) when all required signers have 
signed  the document. The resulting document contains all signed information 
with possibility to check and verify subscribers , time stamps and seal and it is 
distributed to all signers and the customer.

4.5.4. AdES digital signature creation
Digital signature is created inside the HSM.

4.6. Certificate renewal
A subscriber’s certificate renewal is not provided by Penneo's CAs services. The 
CAs always issues a new certificate.

4.6.1. Conditions under which certificate renewal takes place
See chapter 4.6.

4.6.2. Who may request certificate renewal
See chapter 4.6.

4.6.3. A CA or RA’s procedure to process renewal request
See chapter 4.6.

4.6.4. Notification of the certificate to the subscriber
See chapter 4.6.

4.6.5. Conduct constituting acceptance of the certificate
See chapter 4.6.

4.6.6. Publication of the certificate by the CA
See chapter 4.6.

4.6.7. Notification of certificate issuance by the CA to other 
entities
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See chapter 4.6.

4.7. Certificate re-key
Certificate re-key is not supported by Penneo's trust services. Penneo always 
issues a new certificate based on a new RA/IP session.

4.8. Certificate modification
The CA always issues a new certificate based on previous identification and 
authentication of subscribers (with subscriber ID usage) in approved RA/IP.

4.8.1. Conditions under which certificate modification can take 
place
See chapter 4.8.

4.8.2. Who may request certificate modification
See chapter 4.8.

4.8.3. A CA or RA’s procedure to process modification request
See chapter 4.8.

4.8.4. Notification of the certificate to the subscriber
See chapter 4.8.

4.8.5. Conduct constituting acceptance of the certificate
See chapter 4.8.

4.8.6. Publication of the certificate by the CA
See chapter 4.8.

4.8.7. Notification of certificate issuance by the CA to other 
entities
See chapter 4.8.
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4.9. Certificate revocation and suspension
A subscriber's certificate is issued for a one time process only and for a time 
limited period. It can only be used within the same signing session where it is 
issued. Certificate revocation and suspension is not supported.

CPS and CP for Root and Intermediate CA contains information about revocation 
of Penneo's Root CA and the subordinary CA used to issue subscribers' one-time 
certificates.

4.9.1. Circumstances for revocation
see Chapter 4.9.

4.9.2. Who can request revocation
see Chapter 4.9.

4.9.3. Procedure for revocation request
see Chapter 4.9.

4.9.4. Revocation request grace period
see Chapter 4.9.

4.9.5. Time within which CA must process the revocation request
see Chapter 4.9.

4.9.6. Revocation checking requirement for relying parties
see Chapter 4.9.

4.9.7. CRL issuance frequency
The Root CA of Penneo's services issues CRL no more than 180 days after the 
issuance of the previous CRL with validity time 180 days. 

Subordinate CAs issue the CRL every 12 hours, with validity time 24 hours.

4.9.8. Maximum latency for CRLs
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CRLs of subordinates CA for electronic signature, seal and time stamp are always 
issued no more than 12 hours after the issuance of the previous CRL.

4.9.9. On-line revocation/status checking availability
OCSP is not used.

4.9.10. On-line revocation checking requirements
OCSP is not used.

4.9.11. Other forms of revocation advertisement available
Certificates for electronic signature are issued with time limited period. Other 
forms are not supported.

4.9.12. Special requirements re-key compromise
Special requirements re-key compromise are not supported.

4.9.13. Circumstances for suspension
Penneo’s CA services do not support suspension of subscribers certificates for 
electronic signature.

4.9.14. Who can request suspension
Penneo’s CA services do not support suspension of subscribers certificates for 
electronic signature.

4.9.15. Procedure for suspension request
Penneo’s CA services do not support suspension of subscribers certificates for 
electronic signature.

4.9.16. Limits on suspension period
Penneo’s CA services do not support suspension of subscribers certificates for 
electronic signature.

4.10. Certificate status services
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4.10.1. Operational characteristics
Penneo’s Root and Subordinated CA’s are published and available on Penneo’s 
web pages.

Subscribers’ certificates are published in the public registry.

CRLs are regularly issued and published on Penneo's web pages.

Certificates contain information about a subscriber’s personal information and the 
certificate usage.

The complex processes of certificate status verification are performed by the 
Penneo Platform and are fully automated without interruption.

4.10.2. Service availability
Services of Penneo’s PKI are available 24 hours a day, 7 days a week. CRLs are 
available on addresses defined in certificates.

Penneo secures stable operation but is not liable for irregularities in operations 
caused by factors that are outside Penneo’s control. Penneo will restore normal 
operations as soon as possible.

Penneo ensures accessibility to the Platform during the term of the Agreement is 
uptime of 99.9%

The uptime is measured and calculated per calendar month based on service time 
24/7. In the calculation of uptime, downtime of which notice has lawfully been 
given in pursuance of the Agreement or which has otherwise expressly been 
accepted by the subscriber is not included.

The subscriber can at any time see the status of Penneo’s uptime 
at status.penneo.com.

4.10.3. Optional features
CRLs are available 7 days a week, 24 hours.

4.11. End of subscription
Penneo’s CA issuing certificates for subscribers (physical or legal), performs 
qualified services and is responsible to perform the all promised activities 
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mentioned inside CPS and/or this CP for the all time period of certificates are valid 
(for the period of validity of the last issued Certificate).

Subscriber's certificates have short validity time and process of validity 
verification is managed by internal Platform procedures.

Conditions and rules are described in internal Key management documentation.

Subscription period for access and usage of the Platform is defined by the 
agreement between Penneo and customers. Either Party may terminate the 
customer Agreement according to the terms of the contract and the Data Act. If 
the Agreement is not terminated at the latest 3 months before the expiry of the 
subscription period, this gives rise to a new subscription period of 12 months.

The End User License Agreement defines access and usage of the Platform for 
signers. 

5. Facility, Management, and Operational 
Controls

º This document does not bring any additional information to the Facility, 
Management, and Operational Controls. For relevant information please 
see chapter 5 of Trust Service Practice Statement.

6. Technical Security Controls
6.1 Key pair generation and installation

6.1.1 Key pair generation

º This document does not bring any additional information to the Key pair 
generation. For relevant information please see chapter 6.1.1 of Trust 
Service Practice Statement.
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6.1.2 Private key delivery to subscriber
Private keys are saved in the hardware security module of the RQSCD. They are 
managed by Penneo on the subscriber's behalf and can only be used under their 
sole control through the SAP within the signing session. 

6.1.3 Public key delivery to certificate issuer
Not relevant. For subscribers, the key pair generated and stored in the hardware 
security module. The public key is part of the certificate and used by the Platform 
for validation of the electronic signature.

6.1.4 CA public key delivery to relying parties
The certificates are part of signed documents and it is possible to verify them by 
digital signature validation mechanisms, according to technical standards.

6.2 Private Key Protection and Cryptographic Module 
Engineering Controls

6.2.1 Cryptographic module standards and controls

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.2.1 of Trust Service 
Practice Statement.

6.2.2 Private key (n out of m) multi-person control

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.2.2 of Trust Service 
Practice Statement.

6.2.3 Private key escrow
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º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.2.3 of Trust Service 
Practice Statement.

6.2.4 Private key backup
Subscribers private key has no backup. They are generated and processed only 
once.

6.2.5 Private key archival
Private key for subscribers are not archived. They are generated and processed 
only once. For next signature has to be a new key pair generated.

6.2.6 Private key transfer into or from a cryptographic module
It is not relevant for subscribers.

6.2.7 Private key storage on cryptographic module

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.2.7 of Trust Service 
Practice Statement.

6.2.8 Method of activating private key
Subscribers private keys are activated by remote Penneo Platform during 
signature automated processes.

6.2.9 Method of deactivating private key
Deactivation of subscriber’s private key is managed by automated Penneo 
Platform. If signing process ends correctly and documents are electronically 
signed the subscriber’s private key is deleted by the Penneo Platform.

6.2.10 Method of destroying private key
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Destroying of subscriber’s private key is managed by Penneo Platform. The 
private key is used only once.

6.3 Other aspects of key pair management

6.3.1 Public key archival

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.3.1 of Trust Service 
Practice Statement.

6.3.2 Certificate operational periods and key pair usage periods
Subscriber certificate operational period is defined in the certificate .

There is no difference between operational and key pair usage period. The last 
subscriber’s certificate will be issued in date prior to expiration of the CA’s 
certificate.

Validity time of private key and corresponding public key located in certificates is 
the same.

6.4 Activation data

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.4 of Trust Service Practice 
Statement.

6.5 Computer security controls

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.5 of Trust Service Practice 
Statement.
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6.6 Life cycle technical controls

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 6.6 of Trust Service Practice 
Statement.

6.7. Network security controls
Penneo's root CA is not accessible to subscribers and the status is off-line. The 
rest of Penneo’s services, which is through subordinate CA’s are accessible via the 
internet but protected through numerous security measures like network 
segmentation to ensure that the Platform is logically separated other resources is 
access is restricted to only authorised persons.

The same security controls are applied on all systems within one zone.

Trust Service components must be kept in a separate zone and especially system 
critical components for the TSP (such as Root CA) are kept in (one or more) 
secured zone.

All connections that are not needed for the service operated in the production 
environment must be deactivated / blocked, i.e. a deny by default policy must be 
applied. This also means that access and communications between zones for TSP 
operations are restricted to only those necessary.

Communication between trustworthy systems is running only through trusted 
channels. These channels are isolated physically from other communication 
channels. These measures provide guaranteed identification of their endpoints 
and protect the channel data against modification or disclosure.

Transfer of data between registration authorithies are performed via encrypted 
communication between Penneo’s services is through secure internet channel 
(protocols https and mTLS).

7. Certificate, CRL, and OCSP Profiles
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º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 7 of Trust Service Practice 
Statement.

8. Compliance Audit and other 
Assessments

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 8 of Trust Service Practice 
Statement.

9. Other Business and Legal Matters

º This document does not bring any additional information to this chapter. 
For relevant information please see chapter 8 of Trust Service Practice 
Statement.
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This document is digitally signed using Penneo.com. The signed data are validated 
by the computed hash value of the original document. All cryptographic evidence is 
embedded within this PDF for future validation.

The document is sealed with a Qualified Electronic Seal. For more information 
about Penneo's Qualified Trust Services, visit https://eutl.penneo.com. 

How to verify the integrity of this document
When you open the document in Adobe Reader, you should see that the 
document is certified by Penneo A/S. This proves that the contents of the 
document have not been modified since the time of signing. Evidence of the 
individual signers' digital signatures is attached to the document. 

You can verify the cryptographic evidence using the Penneo validator, 
https://penneo.com/validator, or other signature validation tools.

The signatures in this document are legally binding. The document is signed using Penneo™ secure digital 
signature. The identity of the signers has been recorded, and are listed below.

“By my signature I confirm all dates and content in this document.”

Christel Victoria Høst
PENNEO A/S CVR: 35633766
Chief Operating Officer
Serial number: 66d16c3a-ebd4-4bba-beb5-6d4299861cb9
IP: 93.165.xxx.xxx
2026-01-28 14:25:44 UTC

Pe
nn

eo
 d

oc
um

en
t k

ey
: C

J2
5Z

-N
O

U
45

-3
9P

9U
-Y

Z1
M

Y-
VX

Q
Y8

-Q
SD

AB

https://penneo.com/
https://eutl.penneo.com
https://app.penneo.com/validator


         K7kxxKmO+BC8AjpuQxw3Bnm+bMk3D+Gjd3YN6UpoAIk=   Hla6SxW0APpjJ1HNiUPSgXYqh8XmfuwR8GWMLF/ebRQ= qu4ZLAQGrJrzScKxdvjiHqlk6P4ax68veyJlVEWKOr1lZ2BHr3Dn8KT7o6JB/A1Hg0kxO+gWMiYhMBtn+2ipJwS5uT8SrUuT1XTd+92w0FgtRjPWcosOgmqSXbxvQf+j4w6RFXxNrXdQygFcc5qCflJ1xpDDodMVR9BgFHB3rMVkbz9vnV3QESIJ5NKnv6xfBzNuP1K7lCztjePaNF4vhaeAVpQ+VdGFBP19qaXPJbFKkd04Zyzm3YWaPsBNToQFng80X6WXtC9k4Q1ZkERsRDbTYIFsW+xFF88WayF/ZSjdGYPFaPvsPdFO9Ry0uobwzr/z84xcln6qpEIfKHFp6BDgx/6cbb0iBc7/Ec4cvcPXBI6VZi2w6/Rh1PK5zzCY0ASuhqp4avuEoLWjbERxtpoKLrDBxC1PFgbef8JmhfqVEZNkz7td19rT/hX68bepNla40ygaXBJ+xxII8wxzOlfIQSzeq9kfYXeFC3GoT8RAPWFFW1AbiRJcT3al45DH+eUmkjDESTkWnbbkEE2avm+9f8wMqbWSz5viBhXY95kMtyzhoJZaAN7Rzh6bRBIaGz4Q6Bpeeve6zWtgqbZitfZ+o5rQW6UQjVgVdR+OoM/Q6OaL42WUoPFmSJWs7vRgRFYuvRTNShe09mg+SvaZzNK++pxTrok9uWNG+axMTdQ=    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 AQAB  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     2026-01-28T14:25:37.232Z     7pMrsJA5G1OvGQcBkzUYBttWCUuDv7N9n10kOnXu/H4=  CN=Penneo Production CA Sign Root g1r20251106, O=Penneo A/S, L=Copenhagen, C=DK 257653723571101140850235052850097676621443344672     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   MIIbPQYJKoZIhvcNAQcCoIIbLjCCGyoCAQMxDTALBglghkgBZQMEAgEwggEPBgsqhkiG9w0BCRABBKCB/wSB/DCB+QIBAQYNKwYBBAGDvS4BAhQBATAvMAsGCWCGSAFlAwQCAQQgtKgmxtgczZUTWlwcRz2zwTd300V/ApqxHM7J335khrkCCAhD+GeHdfQxGA8yMDI2MDEyODE0MjU0NFowAwIBAQIGAZwE/viFoG+kbTBrMS4wLAYDVQQDDCVQZW5uZW8gUXVhbGlmaWVkIFRTQSAxMC8yNS9SU0EgVW5pdCAyMRcwFQYDVQRhDA5OVFJESy0zNTYzMzc2NjETMBEGA1UECgwKUGVubmVvIEEvUzELMAkGA1UEBhMCREuhGzAZBggrBgEFBQcBAwQNMAswCQYHBACBl14BAaCCFdowggY3MIID7qADAgECAhUA68WyJ9cAuBTbtkiATNKaGcQ1+f8wPgYJKoZIhvcNAQEKMDGgDTALBglghkgBZQMEAgOhGjAYBgkqhkiG9w0BAQgwCwYJYIZIAWUDBAIDogQCAgG+MGgxCzAJBgNVBAYTAkRLMRMwEQYDVQQKDApQZW5uZW8gQS9TMRcwFQYDVQRhDA5OVFJESy0zNTYzMzc2NjErMCkGA1UEAwwiUGVubmVvIFF1YWxpZmllZCBSb290IENBIDA2LzIyL1JTQTAeFw0yMjA2MjMxMjA1NDdaFw00NzA2MjMxMjA1NDdaMGgxCzAJBgNVBAYTAkRLMRMwEQYDVQQKDApQZW5uZW8gQS9TMRcwFQYDVQRhDA5OVFJESy0zNTYzMzc2NjErMCkGA1UEAwwiUGVubmVvIFF1YWxpZmllZCBSb290IENBIDA2LzIyL1JTQTCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBAJlS2dqbv1+WU4B3t80ys74krPJbGwZpTCTgD4IegYFCIVZAeuyefzUp9yg82vkyR+Y6xgj8BWNlwhxVIidrAOt9Ei7d90odd56xh0f+Li0fPmeGZNY4uosGAAUoj4fYGi8CiQfIAi+NWw0CgYgd08eKnCGtnG+oQkF8QOXRP4NL3dSw7ui3E9d+xNtmPGPENmHGafGY5Bg5JIYHTJz9l0pmYTpjOSyuzctzQsVI6z83P6i/OdPeHCKAZg8OaxMkFwWv1gc31sy6/0S30TFuXlWUg5BuC45s/edkbJwEkSuycBxZ11cwVR6YJ0SqNbOBZsGwhXjMLeyouf7qpvOEuIpi7D3/8lsJMWDw2PrpZTyJcBcVxSaJF25+mWrsMIAOFHlGSn8nRDe1TvX8FxSoOpuj+18ERwpPiDP7a8RvzHufN3Rdg27ycZ07KOdM5njL0PMUSjAoZCZ7bXksGhnDPkkfuW3dCQ1sK3SLrWjiwNzeWLrzG270GrEk+DIUeH+YMocgJzMTiaU31zpNFFqhitci6JUQppHQqLjPagRPSEuQ8t7sV9KjOaYFpBBXkPX36a7/SmwE6woV47ZzTVu3fxmS9MVMhrtO2WhdYUoVTcQfnKKVeAjjZPeOstf+hBMMVl5/yYr9Kf6Cav3vIcMbNIK/Ta8VSYa3QxN5u4cDv0KlAgMBAAGjdjB0MA8GA1UdEwEB/wQFMAMBAf8wDgYDVR0PAQH/BAQDAgEGMB0GA1UdDgQWBBQI2+gqLtn5JEBAa6Dr2TA0xRL3KzAfBgNVHSMEGDAWgBQI2+gqLtn5JEBAa6Dr2TA0xRL3KzARBgNVHSAECjAIMAYGBFUdIAAwPgYJKoZIhvcNAQEKMDGgDTALBglghkgBZQMEAgOhGjAYBgkqhkiG9w0BAQgwCwYJYIZIAWUDBAIDogQCAgG+A4ICAQAuJELUvGffumBBrfmfggWGVeQKWwEjrRxQARv1zyHF/R/K21qGrDVNQwcUAOYgktI4tgILXKWkwPoWdvrcAQV3Crh2obcl4Mkpeke0+dhZwoGucXMHZRI5H827gfu/Iubb6GXYlhKMlMSwgjoQbwLRq9NwotnYh1Bu6ch+3ddzg+3U5iG4PVo+MY2H0Msr1jkAPdS6q/v+lctB+cLdYtMFpNOs0NXrg4bfSHcl704/XWC9Ou59EoCYrInWKjz6vc/lXhr72zEgKzWzdgzkdBuIxU8aWZ9SRB3MIFPlAV2x21M8HCfmh5Yb4gwsPku+B8qm3mD2UQ2NJH9cXIFeiFAaMBN/7eGhM70e0TmkJEim5YzywT73GixBFuq/dwwpXgrlHkuxK7+OHozKwaBTcYZ2kcJV65XPGbYLRv+uso2nv/gl+kwefG58rP05sbj6SrISqLe/64EFgHmE9JRbvX7d1NdXz1zsBUJ8UFumSpiacOvla2O1ZhC7RVFBdDhoEDBxXu0xRF6LuSEdeL2J3/5Q2C+mrc6DNhx41kIVcfzbi7PIpq+5Wp+K8yoYnu7SWWflkawVpisJi0rxfmee0qqOILp/0ptGVSNSGAecncDwpBtLBpLPRYrf5bPYRxo5I6LcHraFmZlRXn7cI3bvf+9yPJoeyhQNb9jZMee1Z42pzzCCB2MwggUaoAMCAQICFE4Iobv63Pm60b9kZR8LJOA8Ft/cMD4GCSqGSIb3DQEBCjAxoA0wCwYJYIZIAWUDBAIDoRowGAYJKoZIhvcNAQEIMAsGCWCGSAFlAwQCA6IEAgIBvjBoMQswCQYDVQQGEwJESzETMBEGA1UECgwKUGVubmVvIEEvUzEXMBUGA1UEYQwOTlRSREstMzU2MzM3NjYxKzApBgNVBAMMIlBlbm5lbyBRdWFsaWZpZWQgUm9vdCBDQSAwNi8yMi9SU0EwHhcNMjIxMjEzMDEzNjMwWhcNMzIxMjEyMDEzNjMwWjB0MQswCQYDVQQGEwJESzETMBEGA1UECgwKUGVubmVvIEEvUzEXMBUGA1UEYQwOTlRSREstMzU2MzM3NjYxNzA1BgNVBAMMLlBlbm5lbyBJbnRlcm1lZGlhdGUgUXVhbGlmaWVkIFRTQSBDQSAxMi8yMi9SU0EwggIiMA0GCSqGSIb3DQEBAQUAA4ICDwAwggIKAoICAQCkmVAsLpjSQgzGz/DohTcJ1usr7X9DQiAEi4LY1CSYA7wKR/QONbw1c0Rhd4T/KrxjgO+Kt70JdYe0zIwh5DDcFcE5XsoQMxMp+j2U3BGpBc1pw7ZXydASAaznIxgIiMr/WVfEPc5B3qCYxWRatrkrV3AL12afMkJMD3zU4h0VNnsSNhbELpKHCc47ofX+z/QCPOYimF164xhWzPYF5e7JnvJJ+/qr4MXhaIZGc9qMteMYzwITA0BM/YUpi4J5k1kalA6r7gPNHYryh0flo0bvwcr+J7bLz9lA/LVMpY0dMkpJ+qaBSKPTdnq842GpuOCHCe1M4+TFVnXcKETXNw8Z4YDCg1k5pmVn3TDbPd9WIzRgtd88hJ1hM0aqfI+zjZ6PG/a9W0lKtm8QFoGJ/IWc/clWRRYPKIEHWot4fgtRSCN5W3LbxexkT+0Z4hParl2g4Q4rhz3b7U+q132hmSgwFaJADhb7dQF5QwzmPShe2ilPAbpqF/Shque5TSZ8vkA/rRpdlYaVgA5A1nju7P/8wbxJIjg1n6M8qPjV2JOFTAEfA1yY53hB/UJstGLtAFZvpv9e+sIe0zKDV1BlVXyN9xbPNv4vpA4wEatU/4RGa3s8e58ZJaiRvIOjT/mKB6+1KddWKP7YR7bkGjTimNANI8Sd0Q9WsbtZfEkmWMmNMwIDAQABo4IBlTCCAZEwEgYDVR0TAQH/BAgwBgEB/wIBADAOBgNVHQ8BAf8EBAMCAQYwHQYDVR0OBBYEFH8q3Tx+XkN6nTpDkHzgW8wLwZotMB8GA1UdIwQYMBaAFAjb6Cou2fkkQEBroOvZMDTFEvcrMIGEBggrBgEFBQcBAQR4MHYwdAYIKwYBBQUHMAKGaGh0dHBzOi8vY2EucHJvZC5xcy5wZW5uZW8uY2xvdWQvY2EvUGVubmVvUXVhbGlmaWVkUm9vdENBMDYyMlJTQS82NzA2MmRjYjJkOTQ0NWNiNmI4MmEyZTYzNGU5NDRjODVlMDU3NzljMH8GA1UdHwR4MHYwdKByoHCGbmh0dHBzOi8vY3JsLnByb2QucXMucGVubmVvLmNsb3VkL2NybC9QZW5uZW9RdWFsaWZpZWRSb290Q0EwNjIyUlNBLzY3MDYyZGNiMmQ5NDQ1Y2I2YjgyYTJlNjM0ZTk0NGM4NWUwNTc3OWMuY3JsMCMGA1UdIAQcMBowGAYEVR0gADAQMA4GCCsGAQUFBwICMAIMADA+BgkqhkiG9w0BAQowMaANMAsGCWCGSAFlAwQCA6EaMBgGCSqGSIb3DQEBCDALBglghkgBZQMEAgOiBAICAb4DggIBAFB5ecZG7gY0JDypN2ms5+xbv/C7BFMBeCUtxg7nnYEVgB88PDQ+y7waipWpShjc6yuDl0uqW0eVKu9O/l7tqGcETgCYN3a6/U3BY5ZvgZm0FVAkAK3EGWwBIsHQ6oAaMqMXkN7wnKw2j2Gr8nxVxFQAi4zObeI7A811GcQU90oUUJ0cJm4jddPTZnx9UwlepZ4KB+SNS7r1tVZnZo8UenIJsyGFZHwhz8sHD23CorQGzUIBQ5yVmTINNrAejLOKNh3/iJ+UKhDGGB18P/aBnupeePVS3HtZl47yhwLiFsc9Ec5IyamFVyeH6Mr3F6mCHqxddNmnVeaSdFgPLywvaxeUk/OG8e0Ozyl9QI7UZ84sp7BiHEMgqojC1riVX37qhtHrjSHotEu+b6s/CFcLepczCawfoBP4ffakJQ5Kw9eIQ076kAiRVfDw2Qa2GRLlkQtasKMh7l4pqNVnusTcM9/0juD0oUbDCv5TqccJfd0iRzjVqX4bOximuYqkdwAPl8sYvbMziM2KgvKMFIS8Nqwc9CMDKsHSK1WtSLw6+y0S8WA5C3HG6/TDGTSpeLXVqN0ZYbOiXbsU2U9ohRJbHuY2dTC4vy1BQTfhsEpWWeltABm/ghlCfEggKXVD1M20im66KURKV8nH3XOSX1QdjQHGvMFlU3zxFr3GlArI5z0pMIIINDCCBeigAwIBAgIUKtHEmOmjd2wHY9CK7mnuo1CZWbIwQQYJKoZIhvcNAQEKMDSgDzANBglghkgBZQMEAgMFAKEcMBoGCSqGSIb3DQEBCDANBglghkgBZQMEAgMFAKIDAgFAMHQxCzAJBgNVBAYTAkRLMRMwEQYDVQQKDApQZW5uZW8gQS9TMRcwFQYDVQRhDA5OVFJESy0zNTYzMzc2NjE3MDUGA1UEAwwuUGVubmVvIEludGVybWVkaWF0ZSBRdWFsaWZpZWQgVFNBIENBIDEyLzIyL1JTQTAeFw0yNTEwMjAxMTI3MTJaFw0zMTEwMTkxMTI3MTFaMGsxLjAsBgNVBAMMJVBlbm5lbyBRdWFsaWZpZWQgVFNBIDEwLzI1L1JTQSBVbml0IDIxFzAVBgNVBGEMDk5UUkRLLTM1NjMzNzY2MRMwEQYDVQQKDApQZW5uZW8gQS9TMQswCQYDVQQGEwJESzCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBAJAa8aheR81hk8U6YRT+ftKTcuUNTHxwiF4eQ5cJB78xhFuJWCmcESn0boiDPDblZ36kl8SBsZVR4WbV3guEIAJvQ88NvwrRNAnienovoVXSXFBna8Ka9kaotn4NqRknSIfW/EFWU03QDSnqa+VmwD85i8XlGuCd/aIbXKpbAIk/+xO4H+Uas3i4R9WsCpjpT3c5hkYxM9riZAgw0AN2aRrhCTW87SdxgOuESbuguIZVS0QezFYjO3XukoW1p+i0wadcNfNPCTzkWMzktz2uyya6B6KgGsRZzULxg1lFEgci6uVA45H3OhaZYzO4Vu0iiKol8boevVEu9q6Y5MfgwdqU1dsDvF6Sor5C72/mxSlXv60C6YN43YYlUvgHtNSCBRi1N1s8kRyilMU50z1bzxAkCPbXwSIwivQLpzNaHTZEZYQdkF2OeqLRwR0vIL644Kead/8UNBtUk2PLBc6rlTiSjhgAoJxrL33BNnSWmLMKSWjiPeqD1zMVdq4r5yQ9cDDDcPu840Q8hmJMTDvirn8RDxZzqWP/q/oLbw3Uvq7Ns8LwQA3PBiJzXlOARCfecyQ/zCM5U9smQeVX2A6lcu+3teKcSc7SpWVaxcCozQ/m+UlzJ2vNlbyZncg7aMEv9kqNUBvHlnHgCgP8qr19HCgirOIYZD+EyQ0mGT9uPuAhAgMBAAGjggJdMIICWTAMBgNVHRMBAf8EAjAAMB8GA1UdIwQYMBaAFH8q3Tx+XkN6nTpDkHzgW8wLwZotMIGEBggrBgEFBQcBAQR4MHYwdAYIKwYBBQUHMAKGaGh0dHBzOi8vY2EucHJvZC5xcy5wZW5uZW8uY2xvdWQvY2EvUGVubmVvUXVhbGlmaWVkUm9vdENBMDYyMlJTQS8xMzM5ZmU5NmFkODBjZTk3NGZlYjUzZTAxOTU3ODE3ZWJmNjdlMjFjMIGfBgNVHSAEgZcwgZQwCQYHBACL7EABAzCBhgYNKwYBBAGDvS4BAhQBATB1MHMGCCsGAQUFBwICMGcMZVRoaXMgaXMgYSBxdWFsaWZpZWQgY2VydGlmaWNhdGUgZm9yIGVsZWN0cm9uaWMgdGltZXN0YW1waW5nIGFjY29yZGluZyB0byBSZWd1bGF0aW9uIChFVSkgTm8gOTEwLzIwMTQuMBYGA1UdJQEB/wQMMAoGCCsGAQUFBwMIMDcGCCsGAQUFBwEDBCswKTAIBgYEAI5GAQEwCAYGBACORgEEMBMGBgQAjkYBBjAJBgcEAI5GAQYCMH8GA1UdHwR4MHYwdKByoHCGbmh0dHBzOi8vY3JsLnByb2QucXMucGVubmVvLmNsb3VkL2NybC9QZW5uZW9RdWFsaWZpZWRSb290Q0EwNjIyUlNBLzEzMzlmZTk2YWQ4MGNlOTc0ZmViNTNlMDE5NTc4MTdlYmY2N2UyMWMuY3JsMB0GA1UdDgQWBBRl/MrzDaVxYkjL35S6w2CbveOnNDAOBgNVHQ8BAf8EBAMCBsAwQQYJKoZIhvcNAQEKMDSgDzANBglghkgBZQMEAgMFAKEcMBoGCSqGSIb3DQEBCDANBglghkgBZQMEAgMFAKIDAgFAA4ICAQBZDE+In9rMq8iPYHCIdA4nZYqXBul7lp2UAqQeqiOpx25v6F1jq59yt79UfBbG3Tu1S2ABm5RA1CZwicqrYsLWuUIUT8GL/iIEYth9eJAuwhZOZ6fbb6gBMmsvUF7+lQBntPBmEAOqlmvZ5x453T9jdhLYfHNk+YRkY7IOu5l8VphFYT/K/Be4tCGwZsfLAW+E+0/nvJO2G4cH/QChhhywwdlE+VIOfC99gLOcnJpvQ3bqsv8+yssDdIcCJrYkxa6Lmq/tCm29sWIJhBfzCrEL0scvP6g1FZtLP8jpMcLyvfUb6XFbeIFcJT9XOtbI1dNos/jxoH9LvbtjHqTUFxObktEGYkmWXpGrouq7bhZvIEm6LTtOSN2XbmofAXlt07PxFdhUf9Y/hI6mfbBWqfiufQEXVEcitMo+I5Vk6LfszstCACtnpc5FVzniU6QLdmb9pbUtEfueRIizXP6dCc0ZsgHaz42064FdlbBN7g9wqm3ztB5PNWagmdFeGNHl3ck60fO6E/uBSz5Ho/uGWQ+JviUOWfhVuBJY/aMQFPSZGqyS3a2ckNdIil/wF0bOWuoHoFPptUmAtU9bbloQz+p+Z/2CvXAAc14uCLNkUX9baWa+nozndwAgVfw+2wBWo6NmgN0oOyafLdZe7GZa2BuijTCfJG+VzwwDHsCmvrj1pTGCBCMwggQfAgEBMIGMMHQxCzAJBgNVBAYTAkRLMRMwEQYDVQQKDApQZW5uZW8gQS9TMRcwFQYDVQRhDA5OVFJESy0zNTYzMzc2NjE3MDUGA1UEAwwuUGVubmVvIEludGVybWVkaWF0ZSBRdWFsaWZpZWQgVFNBIENBIDEyLzIyL1JTQQIUKtHEmOmjd2wHY9CK7mnuo1CZWbIwCwYJYIZIAWUDBAIBoIIBaTAaBgkqhkiG9w0BCQMxDQYLKoZIhvcNAQkQAQQwHAYJKoZIhvcNAQkFMQ8XDTI2MDEyODE0MjU0NFowKwYJKoZIhvcNAQk0MR4wHDALBglghkgBZQMEAgGhDQYJKoZIhvcNAQELBQAwLwYJKoZIhvcNAQkEMSIEIHYJ4ZDoSxlY70s+EEWQcPZ1SOhkZfTLWZYHbPAVAaIpMIHOBgsqhkiG9w0BCRACLzGBvjCBuzCBuDCBtQQgmdfQmYRsBEoKQ3mmY9l8GpIW9X8h5V+BkQEXdDLajO4wgZAweKR2MHQxCzAJBgNVBAYTAkRLMRMwEQYDVQQKDApQZW5uZW8gQS9TMRcwFQYDVQRhDA5OVFJESy0zNTYzMzc2NjE3MDUGA1UEAwwuUGVubmVvIEludGVybWVkaWF0ZSBRdWFsaWZpZWQgVFNBIENBIDEyLzIyL1JTQQIUKtHEmOmjd2wHY9CK7mnuo1CZWbIwDQYJKoZIhvcNAQELBQAEggIAJq9uJVhk/TS1IUgGjkZkgiY+h0wGCraHybzGcEAsPHT/lEuU+T5eiPCdsrmEcVd390q/MJHbvoTnd1EWBu+O+V5cslkJrf+68hDknFVwwE/Lx/IrCKKZaCdRVJQNHKvypMvhO3MXBqNhJcgtUog1ng59V2W5mWzqMJF4BY+WL2syGg+XzFkk4hwhFATDJITSuZJcIymTOGL1cRgGvsHeQlMiRNQhHAv37RX3FubiUkkPG20bnudZvF5ge2tAD/m3PPwcQKwyIaAIDqFZg8E4+RI5WNyDgOlqgUC/GGVMpdUqEeY264cCKVLGL7foIicEti7Cs9aCHIbwbkZNFFq2vZVLUsIQ4X95t5own+cZAVlWL/oWfFmb+s/RWWpiuzkEKZqnA7ddf8ufFvxKr08zBrs8qqjDqlDGcPxYVxLQaqdoduFpOTh+sXJxulPwj85osdxqKTlXL4162J3jv+R7l7QumN8idmr3T0Vu0feyDYwlLMA+8xTjkyOxQJelgBfuY7YfniLpoKyYLRKTq2OKtCDygQ/CNWAtFEWyNaAIaB8uQ9SyLseDwWMwOVu0e5bgVgExz06egYwth4MDvO8tRQOzWIOtcNielohw3f5f4TiwgZLq7gXysEQunnUOXHvyrok0+tV/nBMHgDzVAKT2H1arfCVXPFhCd7nBNqQgke4=


 
             
                 
             
             PS_for_Time_Stamp_Authority - v1.4
             3D7GO-JNRZM-GM9SZ-URZLN-0B753-NEJYX
             SHA-256
             15e6881d0da3f33716f995f7ceb87739eb3f1cd96112928a41aefd9ca3c6de8f
             
                                     
                                                                             Chief Operating Officer
                                            
                            
        
             
             CP_for_Qualified_Electronic_Time_Stamp_certificate - Version 1.8
             NKH35-OV2IG-BKCTI-J5L2E-QI19R-XT122
             SHA-256
             a2bc8650c31e7c57b869bd76b5076107377ab3f489d6e9a26229ed8598f4a00c
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             CP_for_Qualified_Remote_Electronic_Seal_Certificate - Version 1.9
             HW74H-OQI3G-NJ88G-P1R1I-SVPC5-EYN76
             SHA-256
             22f5a69160e63a8aece6a8b56c298f3e2f1b4ef4b80e90d9b876d20ab494c38e
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             PS_for_Remote_Electronic_Seal_with_Remote_QSCD - v1.3
             WAVSL-DERG2-3FOGU-O6B9D-LO2Q8-CZF7G
             SHA-256
             e9f2fac2fd4da3baad801836214a9e5b1674baa109d3fadff345c8a409c4fcdc
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             PS_for_Remote_Electronic_Signature_with_Remote_QSCD - v1.3
             CJ25Z-NOU45-39P9U-YZ1MY-VXQY8-QSDAB
             SHA-256
             40d2ba8871684e8e3a414746221e014206b3ecacb972ac94fe9fc7d58f921e71
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             CP_for_Qualified_Remote_Electronic_Signature_Certificate - Version 1.9
             D5AS7-PU89J-2QTNJ-QJOHM-56PGT-N8LBX
             SHA-256
             54cbcca516c7e6f96458c353a9c2022556206eb7ea5c3c070c21fcfdaa05a7bf
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             Certificate_Practice_Statement - Version 1.7
             8QGJL-WDWPD-7TMD9-HLC1V-818E3-ZYPWR
             SHA-256
             47f3c8c0b8aad1b2762a31b9c8d019dd294cb647cfd86bc3bf17e4b411e2933c
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             CPS_and_CP_for_Root_and_Intermediate_CA
             CSQ4U-2QAN2-DHROH-94SHI-QN160-L9BX0
             SHA-256
             7b832df97c62501f4ebd3451e74814c82d7d6103378f3b7dd5402658d2a0b711
             
                                     
                                                                             Chief Operating Officer
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                        color: #222222;
                        font-size: 12px;
                        padding: 0px;
                        margin: 0px;
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                    Signature and Acceptance
                
                 
                     
                        With my signature I accept the content in the following documents, identified by their document keys and cryptographic hash values. Further, I accept the End User License Agreement (EULA) for the use of Penneo Sign: 
                         https://penneo.com/eula.
                    
                     
                        Penneo is a Qualified Trust Service Provider
                    
                     
                        Penneo applies qualified electronic seals with qualified electronic timestamps to all signed documents to prove their integrity. For certificate documentation, policies, and practice statements, see 
                         https://eutl.penneo.com/.
                    
                
                 
                     Documents being signed
                     
                         
                             
                                 
                                     
                                
                                 
                                    I sign the document " "                                

                                 
                                                                                                             -  
                                            on behalf of    
                                            as  
                                

                                 
                                     
                                        Document key:  
                                    
                                     
                                        The cryptographic   hash value of the document:  
                                    
                                
                            
                        
                    
                
            
        
    


            
        


 ========================= ======================== ================= ========================================================================================================================================================================================================================================== 
  Time                      Name                     IP                Activity                                                                                                                                                                                                                                  
 ========================= ======================== ================= ========================================================================================================================================================================================================================================== 
  2026-01-28 14:23:10 UTC   Jacob Christiansen       93.165.xxx.xxx    The document was created                                                                                                                                                                                                                  
  2026-01-28 14:23:17 UTC   Jacob Christiansen       93.165.xxx.xxx    A signing link was activated for "Christel Victoria Høst"                                                                                                                                                                                 
  2026-01-28 14:23:21 UTC   Jacob Christiansen       xxx.xxx.xxx.xxx   A signing request email was sent to "Christel Victoria Høst" at "cvh@penneo.com"                                                                                                                                                          
  2026-01-28 14:23:27 UTC   Christel Victoria Høst   74.125.xxx.xxx    The signing request email was opened by the signer                                                                                                                                                                                        
  2026-01-28 14:23:56 UTC   Christel Victoria Høst   66.102.xxx.xxx    The signing request email was opened by the signer                                                                                                                                                                                        
  2026-01-28 14:23:59 UTC   Christel Victoria Høst   93.165.xxx.xxx    The document was viewed by the signer                                                                                                                                                                                                     
  2026-01-28 14:24:51 UTC   Penneo system            93.165.xxx.xxx    The document was viewed                                                                                                                                                                                                                   
  2026-01-28 14:24:51 UTC   Penneo system            93.165.xxx.xxx    The document was viewed                                                                                                                                                                                                                   
  2026-01-28 14:25:32 UTC   Christel Victoria Høst   93.165.xxx.xxx    The document was viewed by the signer                                                                                                                                                                                                     
  2026-01-28 14:25:34 UTC   Penneo system            93.165.xxx.xxx    The document was viewed                                                                                                                                                                                                                   
  2026-01-28 14:25:44 UTC   Penneo system            93.165.xxx.xxx    The document signing process was completed                                                                                                                                                                                                
  2026-01-28 14:25:45 UTC   Christel Victoria Høst   93.165.xxx.xxx    The signer signed the document as Chief Operating Officer, Chief Operating Officer, Chief Operating Officer, Chief Operating Officer, Chief Operating Officer, Chief Operating Officer, Chief Operating Officer, Chief Operating Officer  
 ========================= ======================== ================= ========================================================================================================================================================================================================================================== 



{"documentKey":"CJ25Z-NOU45-39P9U-YZ1MY-VXQY8-QSDAB","version":"1.2","signatures":[{"signTime":"2026-01-28T14:25:44Z","ip":"93.165.xxx.xxx","signedDataFile":"3fec173d8d559b58.xml","signerSerial":"66d16c3a-ebd4-4bba-beb5-6d4299861cb9","type":"penneo","signerName":"Christel Victoria Høst","subtype":"mitid.dk","organization":{"identifier":"35633766","name":"PENNEO A/S","identifierType":"CVR"},"signatureLines":[{"role":"Chief Operating Officer","onBehalfOf":null}],"dataFile":"3fa9779922fe3850.xml","validations":[],"nationalIdentity":null,"documentsDigestEntries":[{"digest":"15e6881d0da3f33716f995f7ceb87739eb3f1cd96112928a41aefd9ca3c6de8f","key":"3D7GO-JNRZM-GM9SZ-URZLN-0B753-NEJYX","algorithm":"SHA-256"},{"digest":"a2bc8650c31e7c57b869bd76b5076107377ab3f489d6e9a26229ed8598f4a00c","key":"NKH35-OV2IG-BKCTI-J5L2E-QI19R-XT122","algorithm":"SHA-256"},{"digest":"22f5a69160e63a8aece6a8b56c298f3e2f1b4ef4b80e90d9b876d20ab494c38e","key":"HW74H-OQI3G-NJ88G-P1R1I-SVPC5-EYN76","algorithm":"SHA-256"},{"digest":"e9f2fac2fd4da3baad801836214a9e5b1674baa109d3fadff345c8a409c4fcdc","key":"WAVSL-DERG2-3FOGU-O6B9D-LO2Q8-CZF7G","algorithm":"SHA-256"},{"digest":"40d2ba8871684e8e3a414746221e014206b3ecacb972ac94fe9fc7d58f921e71","key":"CJ25Z-NOU45-39P9U-YZ1MY-VXQY8-QSDAB","algorithm":"SHA-256"},{"digest":"54cbcca516c7e6f96458c353a9c2022556206eb7ea5c3c070c21fcfdaa05a7bf","key":"D5AS7-PU89J-2QTNJ-QJOHM-56PGT-N8LBX","algorithm":"SHA-256"},{"digest":"47f3c8c0b8aad1b2762a31b9c8d019dd294cb647cfd86bc3bf17e4b411e2933c","key":"8QGJL-WDWPD-7TMD9-HLC1V-818E3-ZYPWR","algorithm":"SHA-256"},{"digest":"7b832df97c62501f4ebd3451e74814c82d7d6103378f3b7dd5402658d2a0b711","key":"CSQ4U-2QAN2-DHROH-94SHI-QN160-L9BX0","algorithm":"SHA-256"}]}]}
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